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Waves on the Waterfront 
CG-FAC, Office of Port and Facility Compliance 

Safety, Security, and Stewardship  

Special  

AnnouncementS 

NMSAC Public 

Meeting. 

 

The National Mari-

time Security Advi-

sory Committee 

(NMSAC) will hold a 

public meeting via 

teleconference on 

July 5 at 3 pm 

(Eastern).  Topics 

will include Cyber 

Security, TWIC and 

the Extremely Haz-

ardous Cargo Strat-

egy.  For call in infor-

mation please contact 

Mr. Ryan Owens at 

(202)-372-1108 or 

ryan.f.owens@uscg.

mil 
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Feedback 

We welcome any sugges-

tions! Please submit com-

ments to Mr. Ryan Owens 

at: 

Ryan.F.Owens@uscg.mil. 

Change of Watch on the Waterfront 

 

For the past 4 years I’ve had the privilege of working with Coast 

Guard, other agency, and industry professionals on the many 

safety, security, and environmental challenges facing our ports 

and facilities.   

 

Our nation’s ports are vital to our nation’s security and economic 

vitality.  More importantly, they are a marvelous, if motley, col-

lection of small and large businesses, workers, government agen-

cies, NGOs, and vessel and facility operators.  Our ports and wa-

terways are safe, secure, efficient, and resilient because of the 

skill, dedication, and patriotism of all of these individuals.   

 

As I leave Coast Guard Headquarters to my next assignment, I 

offer my sincere appreciation to the long suffering readers of this 

newsletter who have helped the Office of Port and Facility Com-

pliance (CG-FAC) establish and implement effective port safety 

and security policies.  I especially thank the Coast Guard facility 

inspectors and port security specialists who are out on the water-

front every day, keeping our nation safe and secure. 

 

Captain Ryan Manning will be the next Chief of CG-FAC.  He is 

an outstanding leader in the Coast Guard and I know he will help 

our programs to grow and prosper.  On July 8th I will assume 

Command of Coast Guard Sector Long Island Sound.  If any of 

you find yourselves in New Haven, please stop by and visit. 

 

 

Captain Andrew Tucci 
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CG-FAC MARPOL Reception Facility  

Certificate of Adequacy Program 
David Condino 

 

     The Act to Prevent Pollution from Ships (APPS at 33 U.S.C. 1901 et seq.) implements the international 

regulations in MARPOL Annexes I, II, V, and VI requiring IMO member states to ensure that ship’s waste 

reception facilities are available at ports and terminals receiving ocean going ships on international voyages. 

Under APPS the USCG inspects and issues Certificates of Adequacy (COA) to owners and operators of 

ports or terminals meeting MARPOL applicability under 33 CFR 158. 

 

     Port and terminal operators must apply to the COTP (updated OMB approved application forms 

CG5401A through D are now available), and an inspection must be conducted prior to issuing a COA (a 

MARPOL job-aid is available). APPS also requires that a list of all ports and terminals with reception facili-

ties be published. Electronic publication is authorized in the CGMIX online searchable database that con-

tains a listing of U.S. ports and terminals holding valid MARPOL COAs  (https://cgmix.uscg.mil/MARPOL/

Default.aspx). 

 

     The mandated CGMIX MARPOL database is automatically populated from MISLE Facility data, there-

fore it is of the utmost importance that all of the information from the application form(s) should be entered 

into the MISLE database on both of the information pages related to MARPOL and COA. The screen shot 

shows where to enter “general information” regarding a facility. Be sure to check the appropriate the appro-

priate MARPOL Annex box under Facility Subtype(s) indicating issuance of a MARPOL COA. 
 

 

 

 

https://cgmix.uscg.mil/MARPOL/Default.aspx
https://cgmix.uscg.mil/MARPOL/Default.aspx
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     Just entering the information required for issuance and printing of a COA does not ensure that the MAR-

POL reception facility data will be automatically updated in CGMIX. In the Workflow tab, scroll down to 

“Port Facility MARPOL” and be sure to enter all of the information (including checked boxes in the drop 

down menu), depending on the MARPOL Type. An example for a MARPOL Annex II facility is show in 

the screen shot below. Once the information is entered, be sure to click on “Save”.  The data will be auto-

matically uploaded to CGMIX and may be publically accessed. 
 

 

 

 

     COTPs should review 33 CFR 158 applicability for all ports/terminals in their AOR to ensure COA cur-

rency. COAs have a 5-year expiration date (automatically generated when the certificate is printed from 

MISLE). The COA is issued to the port/terminal owner/operator who must apply/re-apply using the appro-

priate forms. Again, applicability for who must apply and hold a valid COA is clearly outlined in 33 CFR 

158. A port or terminal without a valid COA may not receive ocean-going ships (generally >100 Tons for 

Tankers, or >400 Tons for other ships – see the regulations for specific applicability criteria). 

 

In the next WOW issue we will discuss what happens when a report of inadequacy at a MARPOL port re-

ception facility is received. More information can be found on the CG-FAC Portal Page and at the CGMIX 

website or you may contact: David Condino, david.a.condino@uscg.mil, (202) 372-1145. 

 

 

 

mailto:david.a.condino@uscg.mil


4 

 

FSO Voluntary Certified Courses 

LT Cal Fless 

 
     As you may know, CG-FAC is in the process of drafting regulations requiring individuals serving in the 
role of a Facility Security Officer (FSO) at a Maritime Transportation Security Act (MTSA) regulated facili-
ties to acquire and retain active certification as an FSO from a Coast Guard approved course provider.  Sec-
tion 821 of the Coast Guard Authorization Act of 2010 
expands on the topics listed in 33 CFR 105.205 and man-
dates the Secretary to develop a comprehensive FSO 
training and certification program that all FSOs are re-
quired to complete.  Part of this regulatory process has 
included discussions with the National Maritime Center 
(NMC) to ensure a similar process is in place for the 
Coast Guard to review FSO courses in the same manner 
as the current process for Vessel Security Officer (VSO) 
courses. 

 
 
 
 
 
 
     Current MARAD reviewed courses will remain ap-
proved until the listed expiry date.  The Coast Guard 
recognizes successful completion of a valid course cer-
tified under this process, or previously certified under 
the MARAD contract, as meeting certain training re-
quirements under Title 33 Code of Federal Regulations 
(CFR) Parts 104 and 105. Course providers not on the 
Coast Guard approved list that is maintained on Home-
port (http://homeport.uscg.mil) or our web page (http://

www.uscg.mil/hq/cg5/cg544/facilities.asp) have either not submitted their courses for review or have not 
satisfactorily met the requirements to receive certification by the Coast Guard or MARAD.   
 
     Coast Guard Waterfront Facility Inspectors will not be expected to verify the existence of a certification 
for an FSO in the current position overseeing a MTSA regulated facility until there is regulation in place to 
require it.  Currently we are encouraging attendance of FSO training at one of the approval courses to the 
right. 
 

http://homeport.uscg.mil
http://www.uscg.mil/hq/cg5/cg544/facilities.asp
http://www.uscg.mil/hq/cg5/cg544/facilities.asp
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Getting ahead of the Cyber Curve...for free! 
 

LT Cal Fless 

  

 Federal Virtual Training Environment (FedVTE) is a free online, on-demand cyber security training 

system for government personnel and veterans.  Managed by DHS, FedVTE contains more than 800 hours 

of training on topics such as ethical hacking and surveillance, risk management, and malware analysis.  With 

courses ranging from beginner to advanced levels, FedVTE exists to help the workforce maintain expertise 

and foster operational readiness. 

 

 Setting up an account takes seconds and there is a help desk support@USALearning.net or (888) 804

-4510 for technical issues with user account/password resets, as well as questions concerning current or up-

coming courses. 
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Office of Port and Facilities Compliance 
Contact List 

Office Chief 

Captain Andrew Tucci (CAPT Ryan Manning; July 2016)  202 372-1080 

 

Domestic Ports (CG-FAC-1)  

CDR Nick Wong  202-372-1107 

Mr. Ryan Owens  202-372-1108 

Ms. Etta Morgan  202-372-1120 

Ms. Marilynn Small  202-372-1092 

 

Port Resiliency/Recovery Branch 

LCDR Christopher Pisares  202-372-1116 

Mr. Rogers Henderson  202-372-1105 

Mr. Chris Dougherty  202-372-1157 

LT Niya Williams  202-372-1166 

 

Critical Infrastructure (MTSR, Cyber, & PSS Training) 

LCDR Josh Rose (LCDR Rachel Stryker; Spring 17)  202-372-1106 

LT Josephine Long  202-372-1109 

Mr. Robert Reimann  202-372-1146 

 

Cargo and Facilities (CG-FAC-2) 

 CDR Frances Fazio  202-372-1171 

 Mr. Jim Bull  202-372-1144 

    

Facility Safety (explosive handling, containers, COAs) 

LCDR Dan McQuate           202-372-1130 

LTJG Robert Bobuk (LT Laura Gould; July 2016)   202-372-1114 

MSTC Kevin Collins (MSTC Gregory Becker; July 2016)  202-372-1127 

Mr. David Condino   202-372-1145 

 

Facility Security (MTSA) 

LCDR Adam Cooley   202-372-1132 

Mr. Casey Johnson  202-372-1134 

Ms. Betty McMenemy  202-372-1122 

 

TWIC Implementation 

LCDR Brett Thompson  202-372-1154 

LT Bill Gasperetti  202-372-1139 

 

Security Standards (Regulation Development) 

LCDR Kevin McDonald  202-372-1168 

LT Cal Fless      202-372-1151 

 

 

USCG TWIC Help Desk   202-372-1139 

  TWIC.HQ@uscg.mil 

CG-FAC Links 

 

www:   http://www.uscg.mil/hq/cg5/cg544/default.asp 

Portal:   https://cgportal2.uscg.mil/units/cgfac2/SitePages/Home.aspx 

Homeport:  Homeport> Mission> Maritime Security or Ports and Waterways 

TWIC (Portal):  https://cgportal2.uscg.mil/communities/twic-discussion/SitePages/Home.aspx 

mailto:TWIC.HQ@uscg.mil
http://www.uscg.mil/hq/cg5/cg544/default.asp
https://cgportal2.uscg.mil/units/cgfac2/SitePages/Home.aspx
https://homeport.uscg.mil/mycg/portal/ep/browse.do?channelId=-18382&channelPage=%2Fep%2Fchannel%2Fdefault.jsp&pageTypeId=13489&BV_SessionID=@@@@1191169012.1366051392@@@@&BV_EngineID=cccfadfjikkdhiecfngcfkmdfhfdfgo.0
https://homeport.uscg.mil/mycg/portal/ep/browse.do?channelId=-18401&channelPage=%2Fep%2Fchannel%2Fdefault.jsp&pageTypeId=13489&BV_SessionID=@@@@1191169012.1366051392@@@@&BV_EngineID=cccfadfjikkdhiecfngcfkmdfhfdfgo.0
https://cgportal2.uscg.mil/communities/twic-discussion/SitePages/Home.aspx

