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Hail and Farewell 

CG-FAC is pleased to wel-

come CDR Timothy Grant, 

LCDR Rachel Stryker , 

and LCDR Yamaris Barril 

to the FAC family. 

Weôd also like to say Fair 

Winds to CDR Nick 

Wong, LCDR Chris Pis-

ares and Mrs.. Etta Morgan 

In an effort to move forward on the Coast Guard's Cyber Strategy 

priority of Protecting Infrastructure, CG-FAC has recently pub-

lished policy documents that we need you to 'field test' as our op-

erational subject matter experts at the Sectors, MSUs and MSDs.  

An updated Commandant Instruction Manual on Breach of Secu-

rity and Suspicious Activity Investigation for MTSA Regulated 

Facilities and Vessels was published in late December and a re-

cent Federal Register Notice was posted seeking comments on a 

draft Navigation and Vessel Inspection Circular (NVIC) on 

Guidelines for Addressing Cyber Risks at Maritime Transporta-

tion Security Act Regulated Facilities. 

 

The updated Commandant Instruction Manual is the culmination 

of work that began in early 2016, with major changes that in-

cluded; Cyber-related definitions, reporting requirements for sus-

picious activity and guidance on cyber related events, including 

the new process/option to report to the Department of Homeland 

Securityôs National Cybersecurity & Communications Integration 

Center (NCCIC) rather than the National Response Center 

(NRC), which was solidified by a Service Level Agreement 

signed by our Assistant Commandant for Prevention Policy, 

RADM Thomas, along with the Directors of the NCCIC and 

NRC.  I ask you, as our Coast Guard representatives in the field, 

to urge your regulated facilities to use this option for Cyber inci-

dent reporting.  While the NRC is staffed with a great bunch of 

professionals, the NCCIC is uniquely staffed with Cyber profes-

sionals, ready to provide assistance and as their name implies, 

integrate cyber reporting across the whole of government. 
 

(Continued on page 16) 

Submit Your Articles 

 

Do you have something 

youôd like to have pub-

lished in the next edition 

of the Waves on the Wa-

ter? Please send your ar-

ticles to:  

ryan.f.owens@uscg.mil 

 

Advances in Cyber Policy development ï Your  

opportunity to provide feedback from the field 

 

CAPT Ryan Manning 

https://www.regulations.gov/document?D=USCG-2016-1084-0002
https://www.regulations.gov/document?D=USCG-2016-1084-0002
https://www.regulations.gov/document?D=USCG-2016-1084-0002
https://www.federalregister.gov/documents/2017/07/12/2017-14616/navigation-and-vessel-inspection-circular-nvic-05-17-guidelines-for-addressing-cyber-risks-at
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Facility Security Officer Trainingé.. 

Whatôs the Status?   
LCDR Adam Cooley 

The professionalism and hard work of waterfront facility and vessel owners and operators in supporting the require-

ments of the Maritime Transportation Security Act of 2002 (MTSA) have resulted in a more secure maritime environ-

ment.  Looking at the past five years, the number of Facility Security 

Officer (FSO) related deficiencies averaged approximately 98 per year.  

This is down from the 196 per year average calculated for the first five 

years since the Coast Guard began enforcing MTSA.  Reductions of 

these types of deficiencies can be attributed to many factors, including 

the ongoing development of a structured FSO training program. 

 

The FSO voluntary training program has been on the Coast Guard Office 

of Port and Facility Compliance (CG-FAC) radar since MTSA was en-

acted and it continues to remain a primary topic of discussion.  Section 

109 of the MTSA charged the Secretary of Transportation with develop-

ing ñstandards and curriculum to allow for the training and certification 

of maritime security professionals.ò  This initial effort was delegated to 

the Maritime Administration (MARAD) and the United States Merchant 

Marine Academy (USMMA) in 2004.  

 

The work undertaken by MARAD and USMMA, and through coopera-

tive efforts with the International Maritime Organization, maritime in-

dustry and other government agencies, resulted in the creation of a draft model course curriculum.  In an effort to as-

sist course providers charged with implementing the training provisions of MTSA, MARAD and the Coast Guard de-

veloped a voluntary program for maritime security training course certification.  Another goal of this program was to 

help ensure those courses were best aligned to meet regulatory requirements.  The full guidelines for the approval of 

training courses and programs are published in 46 CFR 10 Subpart D and supplemented by Navigation and Vessel 

Inspection Circular No. 03-14.  

 

The Coast Guard is working to complete proposed regulations for FSO training and certification to meet the require-

ments of the 2010 Coast Guard Authorization Act, Section 821.  In late 2012, CG-FAC hosted a public meeting at 

which industry provided comments on the draft model course curriculum.  We are now working to incorporate the 

model course into a Notice of Proposed Rulemaking.  The National Maritime Center (NMC) is the Coast Guardôs pre-

mier credentialing service center for qualified mariners.  Additionally, the NMC evaluates all requests for the approval 

of training courses and programs.  A listing of all Coast Guard approved courses and providers are available on the 

NMCôs website at: https://www.uscg.mil/nmc/default.asp.   

 

Utilizing Coast Guard approved course providers for FSO and/or MTSA security related training is voluntary at this 

time; however, itôs highly encouraged to help ensure FSOs and security personnel meet the training and knowledge 

requirements published in Title 33 Code of Federal Regulations part 105.  The Coast Guard is confident that the cur-

rent draft model course will reinforce core knowledge, understanding, and proficiency that must be possessed by FSOs 

in all U.S. facilities regulated under MTSA.  The result of continued efforts will only strengthen the security of our 

nationôs ports which ultimately will reduce the likelihood of a transportation security incident.  For a copy of the cur-

rent model FSO course, please visit: https://www.uscg.mil/hq/cg5/cg544/facilities.asp.  

 

https://www.uscg.mil/nmc/default.asp
https://www.uscg.mil/hq/cg5/cg544/facilities.asp
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Sector Long Island Sound After Hours Compliance Activities 

                                              

Coast Guard Sector Long Island Sound is located in New Haven, Connecticut, and has an area of responsibility (AOR) 

that covers coastal Connecticut and New York along Long Island Sound, as well as portions of Long Islandôs south 

shore. This Sector and their subunit, Marine Safety Detachment (MSD) Coram, oversee regulation of 61waterfront 

facilities which includes bulk liquid oil and hazardous materials facilities, ferry terminals, public access, and mobile 

transfer facilities.  Annually, Sector Long Island Sound and MSD Coram conduct approximately 130 facility inspec-

tions. 

 

After identifying an egregious security violation at a facility during an early morning Port State Control exam, Sector 

Long Island Sound initiated a program they called ñOperation Sleeping Guardò to conduct regular compliance inspec-

tions after normal working hours to ensure marine safety and security was maintained on waterfront facilities in their 

area of responsibility at all times.  Like similar after hours compliance activities conducted in other areas of responsi-

bility, these facility inspections were conducted by occasionally shifting facility inspectors work schedules, so addi-

tional resources were 

not needed.   

 

The program identi-

fied numerous in-

stances of non-

compliance, helping 

to determine trends 

throughout the area of 

responsibility.  When 

deficiencies were 

identified, on the spot 

training was con-

ducted with facility 

personnel on the regu-

lations and outreach 

was conducted after the fact to ensure facility management understood the applicability of regulations at all times.  

Ultimately, the program helped ensure compliance of facilities with regulations designed to help ensure port safety 

and security and closed vulnerabilities that may have existed prior to the initiation of the program. 

 

While there is no requirement, it is recommended for other facility compliance divisions to consider conducting after 

hours activities to ensure port safety and security is maintained at all times.  Likewise, facility owners and operators 

are encouraged to conduct internal audits of the implementation of their policies and procedures to ensure compliance 

at all times, not just when management or Coast Guard personnel are present on the facility. 

 

Long Island Sound After Hours Compliance Activities 

 
 



4 

 

 

No ID Checks or Screening at the Vessel or the Passenger Terminal?  

What in the World ? 
Betty McMenemy 

 

Yes - it happens and it is completely compliant with regulation.  CG-FAC has gotten several calls regarding the 

ñwhysò of this process and how it can possibly be compliant.  Following the requirements found in 33 CFR parts 104 

& 105 this is how it happens.  Letôs start with the facility.  

 
 First, 33 CFR 105.106 ÄÉÓÃÕÓÓÅÓ Ȱ0ÕÂÌÉÃ ÁÃÃÅÓÓ ÁÒÅÁÓȱ ÁÎÄ ÓÔÁÔÅÓȡ  
 

(a) A facility serving ferries or passenger vessels certifi-
cated to carry more than 150 passengers, other than 
cruise ships, may designate an area within the facility 
as a public access area.  

(b) A public access area is a defined space within a facility 
that is open to all persons and provides pedestrian ac-
cess through the facility from public thoroughfares to 
the vessel. 

 
Further, 33 CFR 105.110 Ȱ%ØÅÍÐÔÉÏÎÓȱ ÁÄÄÓȡ 
 
(b) A public access area designated under §105.106 is exempt from the requirements for screening of persons, 
baggage, and personal effects and identification of persons in §105.255(c), (f)(2), (f)(3)* , (g)(1), (h)(1)and 
§105.285(a)(1). 
 
The above cited CFR locations allow for facilities serving ferries or passenger vessels to designate a public ac-
cess area that does not require ID checks or screening. 
 
It is important to note, however, that 33 CFR 105.285 Ȱ!ÄÄÉÔÉÏÎÁÌ ÒÅÑÕÉÒÅÍÅÎÔÓ ɀ passenger and ferry facili-
ÔÉÅÓȱ ÓÔÁÔÅÓȡ  
 
At all MARSEC levels, the owner or operator must ensure . . . the requirements of this part: 

      (5) In a facility with a public access area designated under §105.106, provide sufficient  
             security personnel to monitor all persons within the area. (Emphasis added.) 

 
In this instance, ñmonitoringò is a very important part of the passenger access area designation and management and 

should not be overlooked.  Monitoring means ñsomebody ensuring proper conduct,ò ñsomebody who checks for incor-

rect or unfair conduct.ò  When used as a verb it means  ñTo observe and check the progress or quality of (something) 

over a period of time; keep under systematic review.ò 

 
Some synonyms for monitoring are observe, watch, track, keep an eye on, keep under observation, keep watch on, 

keep under surveillance, surveil, record, note, oversee. 

Although ID checks and screening according to the MARSEC Directive are exempt in public access areas, it seems 

pretty clear that it does not mean NO security.  Having enough personnel means that the passengers within the desig-

nated area are monitored by security persons trained IAW §105.210 in a manner sufficient to observe whether any in-

dividual is engaged in activities that could likely threaten security. 

 

What about the vessel?  Look at 33 CFR 104.292, which lists additional requirements for passenger vessels and fer-

ries.  §104.292(b) instructs, as an alternative to ID checks and screening requirements in 

https://www.google.com/search?biw=1339&bih=872&q=define+observe&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoINzAA
https://www.google.com/search?biw=1339&bih=872&q=define+watch&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoIODAA
https://www.google.com/search?biw=1339&bih=872&q=define+track&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoIOTAA
https://www.google.com/search?biw=1339&bih=872&q=define+surveil&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoIOjAA
https://www.google.com/search?biw=1339&bih=872&q=define+record&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoIOzAA
https://www.google.com/search?biw=1339&bih=872&q=define+note&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoIPDAA
https://www.google.com/search?biw=1339&bih=872&q=define+oversee&sa=X&ved=0ahUKEwj81avkosTPAhWBPiYKHanYCQUQ_SoIPTAA
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 §104.265(f)(2), (f)(4) and (f)(9), the owner or operator of a passenger vessel or ferry may ensure security measures 

are implemented that include: 

 

 (b)(1) Searching selected areas prior to  

                           embarking passengers and prior to  

                           sailing; and   

 (b)(2) Implementing one or more of the  

                           following:  
  (i) Performing routine security patrols; 

  (ii) Providing additional closed-circuit   

                                   television to monitor passenger  

                                   areas; or 

  (iii) Securing all non-passenger areas. 

 

If the vessel follows these instructions they do not have to check IDs or screen passengers as they embark.   

 

The Passenger Vessel Association (PVA) Alternative Security Program (ASP) gives their users the option of checking 

IDs and screening or using designated public access areas and/or utilizing the procedures outlined in §104.292.  For 

facilities, the ASP requires monitoring or public access areas and conducting screening as necessary.  The personnel 

monitoring these areas must be trained as required by §105.210 and, therefore, be able to recognize suspicious persons 

and require screening of any suspicious persons and packages. 

 

*After TWIC rules were inserted into the CFR, locations of certain information changed and, to date, this has not been 

corrected.  The cites in this article are correct.  

 

  

  

PAC documents have been and continue to be relied upon by industry and the Coast Guard for facility maritime secu-

rity waiver requests.  A number of these documents state that, for a facility that meets all criteria listed in the PAC, 

ñthe Captain of the Port (COTP) can recommend to the District Commander, and the District Commander can approve 

the request.ò  There are also several PAC documents that use the word ñexemptionò or ñexemptingò when referring to 

the facility waiver process.  A MTSA waiver is not an exemption.  Exemptions for facilities are found in 33 CFR 

105.110 and for vessels in 104.110.  Per guidance found in 105.130, requests for MTSA waivers shall be forwarded 

directly to Commandant (CG-FAC-2) attention Ms. Betty McMenemy.   

  

To address these discrepancies, CG-FAC-2 recently issued COMDT (CG-FAC) memo 16611 of 16 NOV 16, titled 

ñClarification of PAC Document Guidance Regarding 33 CFR Part 105 Waivers and 33 CFR Part 154 Exemptions.ò 

This is also posted on CG-FAC-2 Portal page. 

  

This clarification memorandum also included information about the authority for granting 33 CFR 154 exemptions as 

found in 33 CFR 154.108.  Requests for 154 exemptions shall be forwarded through the chain of command to Com-

mandant (CG-FAC-2) for review and action.   

  

Please review this clarification memo if you have not already done so.  For facility security-related issues, please con-

tact Ms. Betty McMenemy at 202-372-1122.  For facility safety-related issues please contact LCDR Dan McQuate at 

202-372-1130. 
  

  
https://cg.portal.uscg.mil/units/cgfac2/ 

 

 

Did you know the latest about . . . 

 

 

MTSA/ISPS Policy Advisory Council (PAC) FAQs 
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Navigating the Hazards of a Working Waterfront Facility 
 

LT Laura Gould 

 

Recently a team of qualified Coast Guard container inspectors experienced a minor accident with a Govern-

ment Vehicle (GV) at a waterfront facility.  The container inspection team arrived at the facility and met 

with a facility representative who directed them to park the GV in a designated location on the working pier.  

This area was identified by the facility representative and marked with a caution cone adorned with an am-

ber rotating light.  After parking the GV in the designated area, the container inspection team began to re-

move equipment from the trunk when they observed a nearby gantry crane quickly move toward their loca-

tion.  The container inspection team members backed away from the path of the rapidly approaching gantry 

crane to a safe distance and observed the crane strike the GV prior to coming to a stop.  The GV was not 

parked directly in the path of the gantry crane itself but the mechanical operating box on the crane extended 

beyond the width of the craneôs front tires and side-swiped the parked GV.  Prior to the gantry craneôs move-

ment toward the parked GV, the crane operatorôs booth was located on the opposite side of a four-high stack 

of containers. As the crane moved along the pier, it straddled the containers causing the operator to have lim-

ited visibility of the surrounding pier.  The gantry crane is equipped with an automatic stop safety sensor lo-

cated in the front of the crane but due to the position of the parked GV relative to the path of the crane the 

sensor did not engage to stop the crane. The crane has an emergency stop button on the mechanical opera-

tions box which was impacted when the mechanical box struck the GV. This caused the crane to stop mov-

ing.  There were no injuries reported to Coast Guard members or facility employees.  Estimated damage to 

the GV was approximately $2,000. No damage to the gantry crane was identified.  A police report was filed 

and the appropriate notifications and MISHAP report were conducted by the unit. Additionally, an applica-

ble safety stand down and general safety awareness training for operating on a waterfront facility was con-

ducted for the benefit of unit personnel.  The local MISHAP report instruction was also updated.  

  

The best laid plans: In this incident, Coast Guard members identified their presence on a waterfront facility 

to the facility operator and established an area chosen by the facility representative to park the GV on the 
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pier. They used additional safety identification equipment (cone with a rotating amber light) to bring aware-

ness to their location to people operating heavy equipment on the facility.  They also parked the GV outside 

of the operational traffic lanes for the gantry crane which are painted on the ground in red and yellow stripes. 

Despite taking appropriate safety precautions, an accident occurred causing damage to the GV but resulted 

in no injuries to Coast Guard or facility personnel.  The Coast Guard members stayed vigilant and aware of 

their surroundings while on the facility and were able to identify the hazard presented by the crane and 

moved to a safe distance.  While the goal is to have a flawless safety record conducting Coast Guard mis-

sions, the potential consequences of accidents can be minimized by having sufficient training and qualifica-

tions, wearing the appropriate and required personal protective equipment (PPE) and remaining aware of 

surroundings at all times.  Additionally, taking the time to discuss what went wrong and how a similar acci-

dent can be prevented in the future provides an opportunity to develop best practices and educate additional 

unit personnel.  In this instance, established safety features were circumvented when the crane operator was 

not able to see the parked GV from the operation booth and the automatic stop sensors did not engage be-

cause the vehicle was not in the direct path of the crane.   Simultaneously, the container inspection team 

maintained situational awareness and identified the impending hazard, removing themselves to a safe dis-

tance and preventing potential injuries.   

  

Personnel are reminded that while on container yards and waterfront facilities, inspectors shall remain alert 

for moving vehicles or other container handling equipment to avoid being inadvertently struck.  Heavy 

equipment operators on working waterfront facilities are often working in positions of limited visibility and 

will rely on safety equipment and operation within designated drive lanes to prevent accidents.  Inspectors 

should make their presence known to the facility operators and work with the facility safety manager or 

other equivalent representatives to identify a safe working area on the facility. Coast Guard members should 

also analyze the designated working area for potential hazards and communicate with the facility representa-

tive if there are any concerns.    

The safety of Coast Guard inspectors while performing their duties is of utmost importance and the stan-

dardization of inspection and safety procedures is a top priority. All container and waterfront facility inspec-

tions and the supervision of explosive outloads shall be conducted with caution, given the safety and health 

risks these activities present. As part of mission preparation and safety assessment, inspectors shall employ 

the concepts of Operational Risk Management as prescribed in The Operational Risk Management Instruc-

tion, COMDTINST 3500.3 (series), which can be accessed through the CGPortal: https://cgportal2.uscg.mil/

library/directives/SitePages/Home.aspx.  Additional operational guidance is provided in the MSM, the Na-

tional Container Inspection Program Manual and TTP and various policy letters.   

  

Lastly, job aids and reference materials enable inspectors to do their jobs accurately but can present a dis-

traction while being used on a waterfront facility. Coast Guard members should make sure to find a safe lo-

cation to look up information and have one team member remain on the lookout for unforeseen hazards.  Fo-

cus on the task at hand is important for mission success but remember to be mindful and look out for your-

self and your shipmate while working in hazardous conditions. 

  

BRAVO ZULU to the inspectors in this article who ultimately stayed safe navigating the hazards of a work-

ing waterfront facility.   

11/30/2016: Polar Code ï An overview 

The International Code for Ships Operating in Polar Waters, commonly known as the Polar Code, is a ship-focused 

code with specific provisions that enhance the design, operations, and equipment standards of vessels operating in 

Arctic and Antarctic waters. The Polar Code will enter into force on Jan. 1, 2017, and is divided into two Parts. 

 

For more on this story, go to http://mariners.coastguard.dodlive.mil/ 

http://mariners.coastguard.dodlive.mil/2016/11/30/polar-code-overview/
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Maritime Bulk Liquid Transfer Cybersecurity ñProfilesò 

  

  

  

The Office of Port and Facility Compliance, the National Institute of Standards and Technology (NIST), and maritime 

industry stakeholders have developed a voluntary cybersecurity ñProfileò for Maritime Bulk Liquid Transfer (MBLT) 

facilities. This Profile was released at the American Petroleum Instituteôs 11th Annual Cybersecurity Conference in 

Houston on November 10th. 

  

The Profile implements the NIST Cybersecurity Framework, which was developed in 2014 to address and manage 

cybersecurity risk in a cost-effective way based on business needs and without placing additional regulatory require-

ments on businesses. The Profile is how organizations align the Frameworkôs cybersecurity activities, outcomes, and 

informative references to organizational business requirements, risk tolerances, and resources. Through this industry-

focused Profile, MBLT facilities are provided a pathway for integrating the Framework into organizational operations. 

  

The Profile is the first of its kind for the maritime transportation sector and it is the result of the extensive collabora-

tion between this office, the NISTôs National Cybersecurity Center of Excellence (NCCoE), and industry stakeholders. 

  

ñWorking with the Coast Guard to engage the oil and natural gas industry in creating this profile is a prime example of 

the collaboration that takes place at the NCCoE,ò said Don Tobin, senior security engineer at the NCCoE. 

ñOrganizations working in this critical mission area can leverage the profile to determine and reach their desired state 

of cybersecurity.ò 

  

The Profile identifies and prioritizes the minimum subset of Framework subcategories relevant to MBLT facility op-

erations, providing the flexibility to address subcategories in a systematic way that is relevant to their unique opera-

tions. The Profile pulls into one document the recommended cybersecurity safeguards and provides a starting point to 

review and adapt risk management processes. It outlines a desired minimum state of cybersecurity and provides the 

opportunity to plan for future business decisions. 

  

ñThis first Cybersecurity Framework Profile for the maritime transportation sector is the culmination of hard work 

from industry stakeholders, the Coast Guard and NIST to provide guidance to the MBLT industry to adapt their risk 

management processes to include cyber risk management,ò said Capt. Ryan Manning, chief of the Office of Port and 

Facility Compliance. ñWhile these profiles are voluntary in nature, I highly encourage industry to consider using them 

to achieve optimal cybersecurity for their respective organizations.ò 

  

Cyber risk management in the maritime industry has become increasingly important with the evolution of cyber-

dependent technologies in the past decade. The Coast Guard and the maritime industry have recognized the growing 

potential for cyber-based systems to impact bulk liquid and other elements of the Marine Transportation System. Op-

erational technology now, more than ever, operates valves, pumps, sensors, control gates, cameras, and performs many 

other vital safety and security functions. Cyber attacks could lead to significant consequences. Cyber incidents, such 

as software problems, non-targeted malware, or operator error could have equally as serious of an impact. The poten-

tial consequences of a cyber attack or incident not only impact operations, but can also pose a threat to the Marine 

Transportation System as a whole.  

  

ñThese facilities face inherent cybersecurity vulnerabilities and the Coast Guard hopes this profile will assist organiza-

tions with mitigating them, and provide a long-term process for developing an internal cyber risk management pro-

gram,ò said Lt. Cmdr. Josephine Long, a marine safety expert in the Critical Infrastructure Branch within the Coast 

Guardôs Office of Port & Facility Compliance. 
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 According to Long, the Coast Guard anticipates working with the NCCoE to build four additional profiles; 

the next two will address passenger vessel and terminal operations, as well as mobile offshore drilling opera-

tions. 

  

For more information, please view the entire Maritime Bulk Liquids Transfer Cybersecurity Framework 

Profile at http://www.uscg.mil/hq/cg5/cg544/docs/Maritime_BLT_CSF.pdf. 
  

 

 

 

Cheniere Energy, LLC, Virginia Port Authority, Bridgeport and 

Port Jefferson Steamboat Company, and Port of Port Angeles  

Receive the Rear Admiral Richard E. Bennis Award for Excellence 

in Maritime Security  

CAPT Randall S. Ogrydziak, Commanding Officer, Marine Safety Unit 

Port Arthur, presents the Rear Admiral Richard Bennis Award for Excel-

lence in Maritime Security (Large Facility) to Mr. Aaron Stephenson, Che-

niere Sabine Pass LNG Vice-President and General Manager.  As the first 

terminal in the Continental US to export LNG, Cheniereôs Sabine Pass 

Terminal is leading the way with their culture of security in identifying 

vulnerabilities and mitigating them, partnering with federal, state and local 

agencies to share best practices, improving security processes, reducing 

risk and preventing crime through environmental design. 
  

 

Rear Adm. Meredith Austin, commander, Coast Guard 5th District, and Virginia 

Governor Terry McAuliffe present the 2015-2016 Rear Admiral Richard E. Bennis 

Award for Excellence in Maritime Security (Port Authority) to the Virginia Port 

Authority for outstanding achievements and contributions in safeguarding our na-

tions Marine Transportation System, including port areas, adjacent waterways, 

coastal/shoreside areas, waterfront facilities, and other maritime critical infrastruc-

ture.  

  

L-R Jeff Whitaker/2017 PVA President, Hudson River Cruises, USCG Rear Admi-

ral Joseph Servidio Deputy. Commander, CG Atlantic Area, James McGuire/BPT-

PJ Steamboat, Don Fromm/BPT-PJ Steamboat Company, Fred Hall/BPT-PJ 

Steamboat Company, Ron Panzero/King County Marine Division, 2017 Roger 

Murphy National Safety Award recipient, Kevin Suarez/Statue Cruises, 2017 

Elizabeth Gedney Passenger Vessel Safety Award recipient, Matthew Gill/Statue 

Cruises, Margo Marks/2016 PVA President, Beaver Island Boat Company, and 

Bob Lawler/PVA Safety and Security Chairman, Entertainment Cruises. 
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CG-FAC Staff working with US International Partners in the Caribbean to 

Protect the Marine Environment from Pollution from Ships. 

 

By David Condino 

  

  

The USCG is the U.S. Governmentôs point agency and Head of Delegation at the International Maritime Organization and imple-

ments and enforces international regulations for all shipôs operating in US waters and all US ships on international voyages.  

IMOôs International Convention for the Prevention of Pollution from Ships (MARPOL) requires all signers to the Convention to 

take a stewardship role aimed at ensuring compliance with regulations. Many countries party to MARPOL, especially small, less 

developed countries like our neighbors in the Wider Caribbean Region (WCR) face significant economic and governance chal-

lenges. One big governance challenge is creating and implementing national legislation that MARPOL requires. Economic chal-

lenges for ports and terminals include inadequate infrastructure to handle larger ships and more frequent port visits (and therefore 

more shipôs waste) coupled with the lack of capacity in many Small Island Developing (SIDS) nations to manage even their own 

municipal waste much less operational waste from ships calling at their ports. The IMO recognized the need to take a regional 

approach in such areas and formalize recognition of Regional Arrangements (RA) and Regional Reception Facility Plans (RRFP) 

as a way to enhance compliance with MARPOL regulations by both ships and ports and terminals operating within a region. 

  

The USCG works closely with our international trading partners to ensure ship owners and operators and port and terminal opera-

tors have the best available guidance and information on both ship and shore side waste management practices. This is especially 

important with our many trading partners to the south considering the extent of the US EEZ, and major US ports, in the Gulf of 

Mexico and the Atlantic and Caribbean coasts of Florida and the U.S. Territories in the WCR (Fig 1). 

 

In 2013, under the IMOôs Program of Technical Assistance, the USCG organized a three day workshop on MARPOL implementa-

tion and best practice waste management. With United Nations Environment Program (UNEP) funding assistance for travel, more 

than 30 delegates from Caribbean countries gathered in Ft. Lauderdale, Florida, to discuss 2013 updates to MARPOL regulations 

for ship discharges and ongoing challenges for ports and terminals in the WCR, and introduce the concept of regional waste man-

agement approaches as one possible solution that could help with MARPOL compliance. 

  

Support for several workshops, including the 2013 Ft. Lauderdale workshop, on waste management in the WCR has come from 

the Regional Activity Centre/Regional Marine Pollution Emergency, Information and Training Center ï Wider Caribbean Region 

(RAC/REMPEITC ï Caribe), a regional unit of UNEP.  The USCG HQ supports a Caribbean liaison officer billeted at RAC/

REMPEITC ï Caribe HQ in Curacao in the Dutch Caribbean Islands (currently CDR Keith Donohue), and he organized a 2015 

Dutch sub-regional workshop in Aruba.  At that meeting, several small Caribbean countries reported significant challenges in 

meeting MARPOL obligations and were using outdated and inaccurate PRF guidance and information. One outcome of the meet-

ing in Aruba was a continued keen interest in the concept of RRFP for the WCR. 

  

An RRFP would include participating states and identify all of the ports that would participate in the plan. While the IMO does 

not approve or disapprove of RA or RRFP for a particular region, it should be submitted for review by the Marine Environment 

Fig 1, The Wider Caribbean Region (WCR) includes significant portions of the Gulf of Mexico and the Atlantic coast of Florida 
and the Areas around Puerto Rico and the US Virgin Islands in the Caribbean. 
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Protection Committee which may make recommendations aimed at improving the plan. Specific information is required for prepa-

ration of the plan and the IMO has published guidance on how to prepare an RRFP. The guidelines state that an RRFP should: 

  

¶ Identify the region to be covered; 

¶ Identify the nature of the unique circumstances that impact the ability to provide adequate port reception facilities in each 

SIDS within the region; 

¶ In demonstrating the compelling need for a RA, explore alternatives, costed and assessed in terms of their environmental 

risk; 

¶ Document how RA will contribute to efforts to improve the ability of SIDS to effectively fulfill its obligations under 

MARPOL, or to accede to MARPOL where a State is not already a Party; 

¶ Identify and quantify the types of ships operating in each of these SIDS; 

¶ Describe the overall voyage patterns of ships calling at ports in each of the SIDS; 

¶ Describe all aspects of routing and voyage planning that might affect the amount of ship generated wastes and cargo resi-

dues on board ships arriving in each of the SIDS; 

¶ Describe other relevant additional considerations that may influence the demand for port reception facilities in each of 

the SIDS; 

¶ Identify which ports, if any, may be good candidates for Regional Ships Waste Reception Centres (RSWRC) in each of 

the SIDS; 

¶ Identify ports with limited facilities (PLF), if any, in each of the SIDS; and 

¶ Identify any potential options suited to the vessels calling at ports in these SIDS that will not encourage any illegal dis-

charge into the sea. 

  

The objective of the last workshop in Trinidad and Tobago in October 2016 was to further the work done at Ft. Lauderdale and 

Aruba and bring together experts from IMO and the region to a forum to discuss specifically the creation of an RRFP for SIDS in 

the WCR and set up a framework to accomplish specific tasks to: 

  

¶ Obtain critical information needed to draft a RRFP for the Caribbean; 

¶ Assess currently ongoing projects in waste management; 

¶ Identify international and domestic shipping patterns; 

¶ Create audit teams that will conduct gap analysis in ports identified as potential Regional Ships Waste Reception Centers 

(RSWRCs); and 

¶ Identify key stakeholders for each of those Ports. 

  

With these objectives in mind, work is progressing and plans are already underway for a follow-up meeting in 2017 to bring to-

gether data and audit teams along with identified stakeholders in the region including local and national authorities, industry 

groups, port operators, ship owners/operators, and waste management experts.  The next steps will bring the entire region closer to 

being able to fully comply with MARPOL obligations while ensuring that ships donôt contribute to pollution of pristine Caribbean 

waters. The USCG and the United States continue to lead the way as stewards of the ocean environment near and far from its 

shores. CG-FAC-2, Safety Branch, with full support of CG senior leadership, continues this work on the Coast Guardôs core mis-

sion of protecting the environment. 

  

 

Fig 2. Caribbean Nation Delegates and 

speakers from around the Caribbean and 

around the world meet in Trinidad and 

Tobago in October 2016.  USCG CDR 

Keith Donohue, RAC/REMPIETC Liai-

son Officer, Curacoa is seated on the 

right, and David Condino, HQ USCG, CG

-FAC, Washington is standing, third from 

left. 


